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Quantum computing exploits the principles of quantum mechanics to perform computation by
manipulating qubit states through sequences of quantum gates, known as quantum circuits. As
quantum hardware continues to scale in both complexity and qubit count, conventional verification
techniques quickly become computationally impractical, motivating the need for more advanced
verification approaches. Formal methods, including theorem proving, model checking, and symbolic
reasoning, offer systematic and mathematically rigorous techniques for verifying functional
correctness, equivalence, and implementation, while enabling early detection of design errors. This
review explores how formal methods are currently applied to the verification of quantum circuits, with
a particular focus on barrier certificates, abstract interpretation, model checking, theorem proving,
and emerging hybrid approaches. Examining the theoretical foundations and practical applications of
these techniques, discussing their strengths, limitations, and comparative effectiveness through
representative case studies, review hopes to provide a holistic understanding of the topic.
Highlighting the open challenges and outlining promising directions for future research, the review
aims to provide a roadmap towards more scalable and robust verification frameworks for quantum
computing. For readers seeking deeper engagement, the review offers an extensive set of references to

support further study and exploration.
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1. Introduction

The field of quantum computing has witnessed rapid and sustained progress in recent years [213141[5]

8l Driven by major advances from industry, increasingly sophisticated quantum processors and

improved error-correction strategies are beginning to make large-scale quantum computation
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practical [ZU811010)11] Google, IBM, and Amazon have substantially refined their quantum hardware
platforms and experimentally validated the effectiveness of modern quantum error-correction codes 2]
[B104]  Microsoft has demonstrated topological quantum computing architectures that promise
inherently robust qubits and gate operations 5], Together, these developments signal a decisive shift
beyond the Noisy Intermediate-Scale Quantum (NISQ) era toward architectures capable of reliable, fault-

tolerant quantum computation. The goal of fault-tolerant quantum computing is thus being realized.

In this rapidly evolving landscape, ensuring that quantum computers and their algorithmic
implementations operate as intended has become a critical priority. Quantum circuits remain the
fundamental abstraction for expressing quantum algorithms, making their formal verification a central
and increasingly urgent challenge. However, verifying quantum systems is notoriously difficult ECP
simulating general quantum processes is widely regarded as intractable for classical computers. Unlike
classical circuit validation, empirical testing alone cannot provide a sound or scalable verification
strategy for quantum circuits. This necessitates the need for alternative, and rigorously grounded

methods 171,

Formal verification provides a rigorous framework for validating complex systems by applying
mathematical reasoning and proofs to ensure design correctness. Unlike traditional testing, it examines
the full design space rather than sampled behaviours, enabling the detection of subtle corner-case bugs
that may otherwise remain hidden. This systematic approach offers strong correctness guarantees and
has become a standard methodology in domains where reliability is paramount, including software
verification, hardware verification, and VLSI design O8I911201 - potivated by its success in classical
settings, extensive research is now focused on extending formal methods to quantum circuits 101071 By
leveraging these techniques, researchers aim to address challenges unique to quantum computation,
such as superposition, entanglement, and noise. This enables high confidence in verification of quantum

circuit behaviour and performance.

This work provides a concise review of formal methods used in quantum circuit verification, covering
both their theoretical foundations and practical applications. From a quantum-centric perspective, it
examines barrier certificates, abstract interpretation, model checking, theorem proving, and various
hybrid approaches that combine these techniques. The review organizes these methods within a unified

conceptual framework, evaluates their respective strengths and limitations, and highlights promising
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research directions for overcoming the verification challenges posed by increasingly complex quantum

systems.

2. Background

This section provides the essential background required to understand the fundamentals of quantum

circuits and the formal verification techniques applied to them.

2.1. Quantum Circuits and Their Representation

Quantum circuits differ fundamentally from their classical counterparts due to the unique properties of

quantum information. Unlike classical bits, which occupy definite states 0 or 1, quantum bits (qubits) can
exist in superpositions of basis states and are represented by complex-valued probability amplitudes 21

[22] A single-qubit state can be written as

[¥) = a|0) + BJ1),

where |¢) denotes the quantum state, |0) and |1) are the computational basis vectors, and «, 8 € C. The
squared magnitudes |oz\2 and | 6\2 give the corresponding measurement probabilities and satisfy the

normalization condition
o) + 18 = 1.

The computational basis vectors are defined as

o= (-

Qubits may also exhibit entanglement, and superposition. They are non-classical correlations that cannot
be reproduced by any classical system. These characteristics enable quantum algorithms to outperform
classical ones for certain tasks, but they also introduce significant challenges for the verification of
quantum circuits.

A quantum circuit is modelled as a sequence of quantum gates acting on a set of qubits. Each gate applies
a unitary transformation to the underlying state vector, thereby preserving its norm. Common single-
qubit gates include the Pauli operators (X, Y, Z), the Hadamard gate, and various phase gates, while multi-
qubit gates such as the CNOT (controlled-NOT) gate generate entanglement between qubits 2L,

Verification becomes difficult because the state space grows exponentially with the number of qubits: an
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n-qubit system requires a Hilbert space of dimension 2", making classical simulation impractical for

large-scale quantum circuits.

2.2. Formal Verification Principles

Formal verification, as introduced in Section 1, refers to mathematically proving or disproving the
correctness of a system with respect to a formal specification. Unlike testing, which evaluates only a
subset of behaviours, formal methods aim to reason about all possible behaviours of a system, providing
stronger and more comprehensive correctness guarantees. Approaches using formal verification fall into

three primary categories:

1. Deductive verification: Establishing correctness properties using mathematical proof systems,
2. Model checking: Automatically verifying finite-state systems against temporal-logic specifications,
and

3. Abstract interpretation: Analysing program behaviour using sound semantic approximations.

In the quantum setting, formal verification must contend with challenges arising from superposition,
entanglement, measurement, and decoherence. Classical verification techniques therefore require
significant adaptation to reason soundly about these phenomena while remaining computationally

tractable.

3. Barrier Certificates

This section introduces barrier certificates, a key technique employed in the formal verification of

quantum circuits.

3.1. Foundations

Barrier certificates provide a powerful method for verifying the safety of dynamical systems by ensuring

that no system trajectory can reach an undesirable state. Recently, this technique has been extended to

quantum circuit verification 'e2!le2il£21l20ll2L) .

Formally, a barrier certificate for a quantum system is a function B: X — R, satisfying three key

conditions:

1. Initial state condition: B(z) < 0 for all initial states z € X,

2. Unsafe state condition: B(z) > 0 for all unsafe states z € X,
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3. Decrement condition: B(z') — B(z) < Oforallz € Xandall2’ € f(x).

Here, X denotes the state space, X, C X is the set of initial states, X,, C X is the set of unsafe states, and
f: X =X represents the set-valued transition map defining the system dynamics. These conditions

guarantee that trajectories starting from any initial state never enter the unsafe region at any time step.

3.2. Scenario-Based Approach

A notable advancement in barrier certificate synthesis for quantum circuits is the scenario-based
approach 2312811291 Thijs method employs sampling to construct barrier certificates over both finite and
infinite time horizons, while explicitly accounting for uncertainties in initial states and system

dynamics. Such capabilities make it particularly suitable for noisy quantum systems, where exact

characterization of all parameters is often infeasible.

The scenario approach transforms the verification problem into a convex optimization problem based on
sampled constraints. This allows efficient computation of a barrier certificate that satisfies the safety

conditions with high probability. This method offers several advantages for quantum circuit verification:

1. Supports continuous state spaces inherent to quantum systems,
2. Accommodates uncertain dynamics arising from quantum noise and device imperfections,
3. Provides probabilistic guarantees of correctness, and

4. Is applicable to both finite and infinite time horizons.

3.3. Applications and Case Studies

Barrier certificates have been successfully applied to the verification of a variety of quantum circuits,
including Grover’s search algorithm and other quantum oracles. Researchers have evaluated different
classes of barrier certificates—such as polynomial, exponential, and rational functions—to identify the
most effective choice for each application. Table 1 summarizes these barrier certificate types,

highlighting their respective strengths, limitations, and typical use cases.

Barrier certificates have been successfully applied to verify various quantum circuits, including Grover’s
quantum search algorithm and other quantum oracles. Researchers have compared the performance of
different types of barrier certificates (e.g., polynomial, exponential, and rational functions) to determine

the most suitable certificate for each case.
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Barrier Certificate
Strengths Limitations Ideal Use Cases
Type
Efficient synthesis, good Linear and mildly nonlinear
Polynomial Limited expressiveness
scalability systems
Numerical stability Systems with exponential
Exponential Handles exponential dynamics
issues convergence
Rational High expressiveness Complex optimization Highly nonlinear systems
Handles uncertainty, probabilistic | Sampling may miss rare
Scenario-based Noisy quantum systems
guarantees cases

Table 1. summarises the various barrier certificate types, their strengths, limitations, and use cases.

Case studies indicate that the selection of the barrier function strongly influences both the efficiency and
effectiveness of verification. For many quantum circuits, polynomial barrier certificates provide a
favourable balance between expressiveness and computational tractability. More complex barrier

functions may be required for circuits exhibiting highly nonlinear dynamics.

4. Abstract Interpretation

This section provides an overview of how abstract interpretation is applied to the formal verification of

quantum circuits.

4.1. Semantic Framework

Abstract interpretation offers a theoretical framework for approximating the semantics of computational

systems, enabling static analysis of program properties [ZOU31I321331341135] Recently, this methodology

has been extended to variational quantum circuits (VQCs) 28l37] which form the core of many quantum
machine learning algorithms. Analogous to classical deep neural networks, VQCs are susceptible to

adversarial inputs. Minor perturbations can lead to incorrect outputs or predictions.
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[36] have developed a semantic framework grounded in abstract interpretation specifically for the
verification of VQCs. Their approach explicitly addresses quantum-specific features, such as state
normalization, which introduces inter-variable dependencies that challenge conventional verification
techniques. This framework enables a formal formulation of the verification problem for VQCs and

provides tools to analyse its computational complexity.

4.2. Interval-Based Reachability

A central technique in the abstract interpretation of quantum circuits is interval-based reachability
analysis. This method computes over approximations of the reachable states at each circuit layer 26138
(391[40] They propagate interval bounds through the quantum circuit to provide formal guarantees of its
behaviour. However, quantum phenomena such as superposition and entanglement introduce inter-

variable dependencies that complicate interval analysis.

To address these challenges, enhanced abstraction techniques have been developed to explicitly track
dependencies between variables, though this comes at increased computational cost [41], Achieving the
right balance between precision and efficiency remains an active area of research in quantum abstract

interpretation.

4.3. Verification of Robustness Properties

Abstract interpretation has proven particularly effective for verifying the robustness of variational

quantum circuits against adversarial perturbations. By analysing how small variations in input states

influence the final measurement probabilities, these techniques can provide formal robustness
42][43][44][45](46](47]

certificates analogous to those developed for classical neural networks [42143]144]145]146 . The

verification process generally involves:

1. Defining perturbation models for the input states,
2. Propagating these perturbations through the quantum circuit using abstract domains,
3. Computing bounds on the output probabilities, and

4. Ensuring that classification decisions remain stable within the specified perturbation range.

This methodology has been applied to standard verification benchmarks, demonstrating its potential for

certifying the reliability of quantum machine learning models in safety-critical applications.
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5. Other Formal Methods

This section highlights additional formal methods used in the verification of quantum circuits.

5.1. Model Checking

Model checking is a formal verification technique that exhaustively explores all possible states of a
system 8 From the perspective of quantum circuit verification, it is used to determine whether a
system satisfies specified temporal logic properties. Significant research has been conducted in this

area [SAB0IBUBAIGIIBABE56157] For quantum circuits, model checking typically involves:

1. Encoding the quantum circuit as a finite-state system,
2. Specifying desired properties using appropriate temporal logics, and

3. Automatically verifying these properties against the encoded model.

Early studies in this area verified quantum circuits by mapping them to quantum Markov chains, which
were then subjected to model checking B8l other approaches have extended probabilistic model

checking to account for the inherent stochastic nature of quantum measurements and decoherence 22,

Despite its theoretical strengths, model checking faces severe scalability challenges in quantum systems,
as the state space grows exponentially with the number of qubits. To mitigate this state explosion
problem, symbolic model checking techniques, employing binary decision diagrams (BDDs) and related

compression methods have been developed [60l[611[621[631[641[651(66] 3chieving varying degrees of success.

5.2. Theorem Proving

Theorem proving provides a deductive framework for verifying quantum circuits, employing formal
logical systems to construct rigorous mathematical proofs of correctness. This approach has been
realized in several proof assistants, including Coq, Isabelle/HOL, and Lean, often supplemented with
specialized libraries for quantum computation [67)[681[69NT0NIT1], The authors of [Z2I73] have developed a
deductive approaches to quantum circuit verification leveraging SMT solvers. The Giallar tool exploits
SMT solvers to verify quantum circuit compiler passes, ensuring that quantum semantics is preserved at
each pass (4. While theorem proving offers extremely high assurance, it demands substantial expertise

and manual effort, which limits its suitability for rapid iteration in quantum circuit design workflows.
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5.3. Runtime Verification

Runtime verification is an approach that monitors quantum circuit execution against specified
properties. Although it does not provide full formal guarantees, runtime verification can detect property
violations during testing or actual operation, making it particularly practical for near-term quantum

applications 4731761 77)(78179)(80)/81[82],

The runtime verification process typically involves:

1. Instrumenting the quantum circuit with additional measurement operations,
2. Defining assertion-like properties for targeted circuit states, and

3. Performing statistical testing of these properties during execution.

Runtime verification is especially useful for validating specific executions on quantum hardware. They

can serves as a practical complement to exhaustive formal methods that analyse circuit designs.

6. Applications and Case Studies

This section highlights applications and case studies demonstrating quantum circuit verification in

practice.

6.1. Quantum Error Correction

Quantum error correction (QEC) is one of the most important applications of formal verification
methods. Fault-tolerant quantum computation relies critically on the correct operation of QEC circuits (82}
(84)(85] Formal methods have been employed to verify various aspects of QEC implementations [8¢)(871(88]

(A0 including:

1. Correctness of stabilizer measurements,
2. Fault-tolerance thresholds, and

3. Implementation of logical operations.

Barrier certificates have been particularly effective in ensuring that erroneous states remain within
correctable regions of the state space. Model checking has been applied to verify the sequential behaviour

of QEC protocols under various fault models.
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6.2. Compiler Verification

Quantum circuits are typically expressed in high-level programming languages and subsequently

compiled into hardware-specific instructions This makes the verification of compilation correctness

critical and essential [32)(761Z8118Q1[921[931[941[95] The Giallar tool 74! employs SMT solvers to ensure that
each compiler pass preserves the semantic integrity of the quantum circuit. This verification process

typically involves:

1. Translating quantum circuits into logical formulae,
2. Checking equivalence between the original and compiled circuits, and

3. Verifying the correctness of optimization rules applied during compilation.

Compiler verification is particularly critical for high-stakes quantum applications, where even minor

compilation errors could result in catastrophic failures.

6.3. Quantum Algorithms

Formal methods have been employed to verify the correctness of a range of quantum algorithms [961[97]
including Grover’s search algorithm 28] quantum phase estimation 221190} and quantum approximate

optimization algorithms (QA0A) 190, Each algorithm poses distinct verification challenges:

1. Grover’s algorithm: Verification requires proving convergence properties and establishing bounds
on the success probability.

2. Quantum phase estimation: Verification involves ensuring precision guarantees under different
noise models.

3. QAOA: Verification focuses on approximation ratios and convergence properties.

These verifications often combine multiple formal techniques, for example, employing barrier
certificates to establish safety properties and theorem proving to ensure functional correctness. Table 2
summarizes key domains in quantum computing, the formal verification methods applied, associated

challenges, and representative tools used in each case.
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Application Domain Primary Verification Methods Key Challenges Notable Tools

Quantum Error QECVerifier,
Barrier certificates, Model checking | Complexity of feedback control
Correction QuaVer

Semantic preservation across

Quantum Compilers Theorem proving, SMT solvers Giallar, Quartz
layers
Abstract interpretation, Barrier Handling exponential state
Quantum Algorithms QVVerify, CertiQ
certificates spaces
Model checking, Runtime Modeling physical HQVer,
Quantum Hardware
verification imperfections PulseVerifier

Table 2. Formal Verification Applications in Quantum Computing

7. Challenges and Limitations

This section provides the author’s critical assessment of the challenges and limitations inherent in

current quantum circuit verification methodologies.

71. Scalability

A major challenge in quantum circuit verification is the exponential growth of the state space with
increasing qubit counts. Although classical hardware performance continues to improve, the intrinsic
complexity of representing quantum states exactly fundamentally limits the scalability of all verification

methods. Current approaches attempt to address this challenge through:

1. Abstraction and approximation techniques that trade completeness for scalability,
2. Modular verification, which decomposes large circuits into smaller components, and

3. Symbolic methods that compactly represent sets of quantum states.

Despite these advances, verifying circuits with large numbers of qubits remains difficult, highlighting the

need for further research into scalable verification methodologies.
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7.2. Quantum Specific Features

Quantum-specific phenomena such as entanglement, superposition, and measurement introduce
verification challenges with no classical counterparts. These effects generate complex correlations
between qubits that are difficult to abstract or approximate without losing critical information.
Measurement, in particular, is challenging because it collapses the quantum state and is inherently non-

unitary, complicating continuous verification. Approaches to mitigate these challenges include:

1. Developing specialized abstract domains to capture quantum correlations,
2. Designing measurement-aware verification techniques, and

3. Employing relational logics to represent and reason about entanglement.

7.3. Tool Support

Although numerous tools have been developed for quantum circuit verification, the ecosystem remains
less mature than that for classical software verification. Most existing tools require substantial expertise
and are often specialized for particular verification methods or quantum programming languages.

Enhancing tool support will require:

1. Standardizing interfaces between verification tools and quantum programming frameworks,
2. Developing user-friendly interfaces for specifying verification properties,
3. Establishing benchmark suites to evaluate and compare verification tools, and

4. Automating the selection of suitable verification methods for a given circuit.

8. Future Directions

Here, several potential frontiers and directions for future research in quantum circuit verification are

outlined, as identified by the reviewer.

8.1. Hybrid Verification Methods

Future verification frameworks are expected to integrate multiple techniques into hybrid approaches that
capitalize on the strengths of each method. For instance, abstract interpretation could rapidly identify
potential problem regions, which are subsequently examined in detail using more precise methods such

as theorem proving or model checking.

Promising hybrid combinations include:
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1. Barrier certificates combined with abstract interpretation for safety verification,
2. Theorem proving integrated with model checking for simultaneous functional and temporal
verification, and

3. Runtime verification augmented with formal methods to provide practical assurance.

8.2. Machine Learning Assisted Verification

Machine learning techniques present promising opportunities to enhance and support formal

verification of quantum circuits. Potential applications include:

1. Learning barrier certificates directly from simulation data,
2. Predicting circuit components that are challenging to verify, thereby focusing verification efforts,
3. Guiding abstract interpretation with learned heuristics, and

4. Accelerating model checking through learned representations of the state space.
These approaches have the potential to substantially improve the scalability and automation of quantum
circuit verification while preserving formal guarantees.
8.3. Verifying Fault Tolerant Quantum Computing

As quantum computing advances toward fault-tolerant operation, new verification challenges and

opportunities arise. Future research directions include:

1. Verifying quantum error correction protocols under realistic noise models,
2. Developing verification techniques for distributed quantum systems,
3. Establishing certification frameworks for quantum hardware components, and

4. Creating standards for quantum software verification.
Progress in these areas will be crucial for building reliable and trustworthy quantum computing systems
for critical applications.
9. Conclusion

Formal methods for quantum circuit verification have seen substantial progress in recent years, evolving
from theoretical frameworks to practical tools applicable to real quantum circuits. This review has

surveyed the landscape of these methods, including barrier certificates, abstract interpretation, model
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checking, and theorem proving, each providing unique advantages suited to different verification

scenarios.

Barrier certificates offer a robust approach for safety verification and, when integrated with scenario-
based methods, can accommodate uncertainties in initial states and system dynamics. Abstract
interpretation provides a semantic framework for analysing variational quantum circuits and verifying
robustness properties. Model checking enables exhaustive verification of temporal properties, while

theorem proving delivers the highest assurance through rigorous mathematical proofs.

Despite these advances, significant challenges persist, particularly in scaling verification to larger
quantum systems and addressing quantum-specific features such as entanglement and measurement.
Future research need to focus on developing hybrid approaches that integrate multiple verification
techniques, leveraging machine learning to enhance scalability, and meeting the verification

requirements of fault-tolerant quantum computation.

As quantum computing progresses toward practical applications, formal verification methods will
become increasingly essential for ensuring the reliability and correctness of both quantum software and
hardware. The advancement of robust verification tools and methodologies will be crucial for fostering
trust in quantum computing systems and unlocking their full potential to tackle computationally

challenging problems.
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